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Abstract of the contribution: This paper analyses the solutions submitted for the HR+SBO scenario of KI#1 and proposes a way forward.
1
Discussion
1.1
Introduction
In TR 23.700-48, the scenario named as 'Home Routed' is as follows:
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Figure 1: Scenario 2 of TR 23.700-48 Key Issue #1 – HR with SBO in VPLMN
This means that there is a single Home Routed PDU Session terminated in the Home PLMN with an UL-CL/BP in the Visited PLMN that enables a Service Breakout (SBO) for Edge Computing traffic. Notice that this scenario currently is not supported in Rel-17 of the specifications (see, e.g., clause 5.34.4 of TS 23.501):
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Figure 2: Excerpt of TS 23.501 clause 5.34.4
TR 23.700-48 describes two sub-scenarios for this scenario:

-
Scenario 2.1: HR+SBO, the Home PLMN already knows the EAS Deployment Information of Visited PLMN;

-
Scenario 2.2: HR+SBO, the Home PLMN does not know the EAS Deployment Information of Visited PLMN.

At least the following aspects need to be addressed for the two scenarios:

1.
How the H-PLMN authorizes and provides policies to the V-PLMN to perform SBO
2.
Charging aspects related to HR traffic vs. SBO traffic. 

3.
UE’s DNS query resolution (i.e., how to configure the UE with the V-EASDF’s address or how to use the H-EASDF to resolve the UE’s DNS query).

1.2
Brief overview of solutions
A brief overview of some solutions addressing Scenario 2.1 and/or Scenario 2.2 of KI#1 is described in Table 1 below.

Table 1: Brief description of solutions for KI1, HR+SBO scenario
	Description
	Comments

	Sol. 1: EAS discovery in Home Routed roaming scenario
Scenario 2.1: 
- H-SMF authorizes V-SMF to perform SBO. Provides also ECS address and PCC rules. V-SMF inserts UL-CL and configures it with address of local DNS server (option C in 548).
Scenario 2.2: 
- V-SMF receives authorization and policies as in 2.1
- V-SMF selects V-EASDF
	Covers both scenarios 2.1 and 2.2
Resolution done by V-EASDF

	Sol. 2: Session Breakout in Visited PLMN
- Assumption: HPLMN + VPLMN have agreement to support SBO
- H-UDM sends indication to V-AMF that VSBO is allowed
- V-AMF selects capable V-SMF and forward authorization to it
- Before UL-CL insertion, V-SMF sends request with V-EASDF/DNS server's address to H-SMF.
- H-SMF replies with PDU Session Est Accept with PCO including V-EASDF address
- discovery then happens a la Rel-17
	Covers scenario 2.2

Resolution done by V-EASDF

	Sol. 3: EAS (re)discovery procedure in roaming scenario
Assumption: mutual trust between operators
- V-SMF requests authorization for V-SBO to H-SFM. 
- H-SMF authorizes V-SMF
- V-SMF configures ULCL w/ V-EASDF's IP address
- V-UPF replaces IP address of DNS resolver in UL and DL
	Covers scenario 2.2

Resolution done by V-EASDF

	Sol. 4: EAS (re-)discovery in VPLMN via HR PDU Session
- policies/authorization are provided by H-PCF to H-SMF to V-SMF
- V-SMF inserts UL-CL based on UE location and policies authorization from H-SMF (but not EDI).
- Charging: V-SMF provides UL-CL with usage reporting rules
- Discovery:
2.1: H-SMF obtains ECS option/local DNS from V-SMF during EAS discovery. It sends info to H-EASDF. DNS queries is sent by UE to H-EASDF and H-EASDF resolves DNS queries including FQDNs deployed in VPLMN based on the ECS option/local DNS. Different FQDNs may use different ECS options/local DNS server.
2.2: H-SMF obtains ECS option/local DNS from V-SMF during PDU Session Establishment. All DNS queries from UE end up to H-EASDF.
	Covers both scenarios 2.1 and 2.2

Resolution done by H-EASDF

	Sol. 5: Accessing V-EHE via HR PDU Session. 

Similar concept of other solutions above.
	Covers scenario 2.2. Unclear if scenario 2.1 is covered.

Resolution done by V-EASDF

	Sol. 25: EAS discovery in VPLMN via V-EASDF for a HR PDU Session
- at PDU Session est., V-SMF provides V-EASDF's address to H-SMF
- H-SMF authorizes V-SMF and either a) sends V-EASDF's address to UE or b) sends H-EASDF's address to UE and H-EASDF is configured to forward DNS queries to V-EASDF
- V-SMF inserts UL-CL/BP (statically or dynamically = based on interaction with V-EASDF)
	Covers both scenarios 2.1 and 2.2

Resolution done by V-EASDF (directly or indirectly = via H-EASDF)


	Sol. 26: SM Policy for HR Session Breakout in VPLMN
- Two ways to provide SM policies:
1. Indirect V-PCF--H-PCF communication (via V-SMF--H-SMF)
2. direct V-PCF--H-PCF communication
	It applies to both scenarios.

The DNS query resolution is not addressed.


1.3
Identified issues

Table 2 below summarizes some issues identified in the solutions for Scenarios 2.1/2.2 for KI#1. 
Table 2: Some identified issues with the solutions of clause 1.2
	ID
	Issue description
	Affected solutions

	1
	New charging model.

So far, the roaming scenarios comprised HR PDU Sessions (with or without SBO in the HPLMN) and LBO PDU Session (with out without SBO in the VPLMN). These two scenarios have independent charging models: in the former, the charging is done in the HPLMN, in the latter it is done in the VPLMN.

The introduction of a HR PDU Session with SBO in the VPLMN now combines the two charging models and SA5 should be liaised to check its feasibility
	All



	2
	Authorization for SBO: V-PLMN’s refusal

The assumption is that the HPLMN authorizes the VPLMN to perform SBO from the HR PDU Session. However, it needs to be described how the VPLMN indicates to the HPLMN that it does not want to establish the SBO for that HR PDU Session.
	All

	3
	Provision by V-SMF of V-EASDF’s address to UE.

According to Rel-17, the EASDF address is included in the ePCO. In case of HR PDU session, the ePCO is generated and sent to the UE by the H-SMF, while the V-SMF cannot modify it.

How can the V-SMF provide the UE with the V-EASDF’s address?
	Sol. 1 and Sol. 5

	4
	Resolution of DNS query.

Sending all DNS queries of a PDU session to either the H-EASDF (to either be resolved locally or to then be forwarded back to the V-EASDF) or to the V-EASDF (to either be resolved locally or to then be forwarded to the H-EASDF) will introduce unnecessary delays when resolving the DNS queries that are meant to discover the V-EAS’ IP address.
	Sol. 4 and Sol. 25



	5
	Replacement of DNS resolver’s IP address.
The replacement of the DNS resolver’s IP address by the V-UPF for the DNS query (in UL) and for the DNS reply (in DL) does not work with encrypted DNS (DNS of TLS – DoT, and DNS over HTTPS – DoH)
	Sol. 3


2
Proposal

It is proposed to address issue #1 on the new charging model by sending an LS to SA5 to verify that the HR PDU Session with SBO in the VPLMN is feasible (see S2-2206876).
Issues #2 and #3 are addressed in a new solution proposed in S2-2206875.

Other issues should be addressed during the discussion of the respective solution updates.
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